
SwissSign SSL certificates

Are your websites and servers secure?

• Do you own a webshop or accept online payments on your website?
• Do you provide a login to your website or remote access to your servers?
• Do you handle confidential data such as names, addresses or dates of birth online? 
• Do you have to fulfil specific security requirements with your online service?
• Or do you just want to increase the trust your customers have for your online service?

If so, your websites and servers can no longer remain unsecured.

Secure websites with SwissSign SSL certificates

Secure Socket Layer (SSL) certificates protect your servers and websites and therefore ensure you have the trust 
of your customers. With SSL certificates confidential data is encrypted when sent. SSL certificates also contain 
trusted information on the certificate holder and therefore confirm the identity of the operator of a website or 
a server (anti-phishing). Like an ID card, an SSL certificate is issued from a trusted organisation called 
Certificate Authority (CA). Depending on the type of certificate, different characteristics of the certificate holder 
are checked here. This ranges from a simple check of domain ownership and the identity of the applicant on to 
a thorough check of the existence of the organisation and the corresponding authorisations.

Maximum trust with Extended Validation

SwissSign Extended Validation (EV) SSL certificates satisfy the highest requirements of an SSL certificate. This 
type of certificate fulfils the international standards of the Internet security industry which are defined by the 
CA/Browser Forum. Websites which are secured by SwissSign EV SSL certificates have a green address bar. 

With this fake-proof visual trust indicator you ensure that your customers have the highest level of trust in your 
website. The name of the organisation behind this is confirmed in the green address bar.



Features of SwissSign SSL certificates
SSL Gold EV SSL Gold SSL Silver

Usage
Online transactions 

with highest trust and 
safety

E-Commerce
Webshop

Intranet and
Extranet

Trust level

Organisation entry

Green address bar

Wildcard

UCC / SAN

OCSP / CRL

Encryption up to 256 Bit

Min.  2048-bit Key length

Validity 1 or 2 years up to 5 years up to 5 years

Why SwissSign?

• SwissSign is Swiss made: SwissSign operates under exclusive Swiss law and data protection.
• Complete independence from foreign/external providers: the whole SwissSign technology is developed and 

operated internally.
• As a Swiss Post subsidiary, SwissSign offers the absolute discretion, reliability, security, stability and 

professionalism of one of Switzerland's largest organizations.
• SwissSign complies with all national and international industry standards: ZertES, GeBüV, ElDI-V, ETSI, ISO 

27001, Webtrust, Extended Validation
• SwissSign offers unlimited Server licenses: SwissSign SSL certificates can be installed on as many physical 

servers as you want!
• SwissSign includes highest dissemination: SwissSign certificates are recognized as trustworthy by the most 

important systems and applications: www.swisssign.com/compatibility 

Orders and information:
info@SSLGURU.com | www.SSLGURU.com
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